


http://www.sage.com/us/legal/eula






https://support.na.sage.com/selfservice/viewdocument.do?externalId=26777












https://support.na.sage.com/selfservice/viewdocument.do?externalId=26777
https://support.na.sage.com/selfservice/viewdocument.do?externalId=26777




















https://support.na.sage.com/selfservice/viewdocument.do?externalId=26777
https://support.na.sage.com/selfservice/viewdocument.do?externalId=26777


















































































Set Up Security Groups and Assign User Authorizations 

6–6    Sage 300 

3. Enter a unique group ID and a description.  

The group ID can be up to eight characters (letters from A to Z and 
digits from 0 to 9).  

4. Select the tasks the security group can perform. 

• To select every task in the list, click Select All. 

• To remove a task that has already been selected, click the check 
box to clear it. 

• To remove all tasks, click the Remove All button. 

5. Click Add.  

6. Repeat these steps for each application.  

Now, you can assign users to these security groups, as described in the 
next section. 

Authorizing Users 

You assign each user to one security group for each application. All users 
in the same group can perform the tasks defined for the group. The same 
user can be assigned to different groups within the same company. 

To assign user authorizations: 

1. In the Administrative Services folder, double-click the User 
Authorizations icon.  

The User Authorizations dialog box appears: 

 

2. Select the User ID. 

If a security group has been assigned to this user, it appears next to 
the Application name, in the Group ID column. 
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3. For each application to which you want to allow access for this user: 

a. Double-click the Group ID field to display a Finder button.  

b. Click the button to display security groups defined for the 
application.  

c. Select a security group from the list.  

4. Repeat steps 2 and 3 for each user.  

5. When you have finished assigning security groups to all users, click 
Close. 

Create and Assign UI Profiles for Customized User 
Interface Forms 

If your users do not need to use all fields in dialog boxes and forms, you 
can customize their user interfaces, hiding some fields.  

To create a UI Profile ID: 

1. Determine the fields a user will not need when using certain forms and 
dialog boxes.  

2. Open Sage 300 as the ADMIN user. 

3. Create your User IDs. (See previous sections for the steps.) 

4. Open the form that you are customizing for a user. (In our following 
examples, we chose Currency Codes.)  

5. Choose Customize from the File menu. 

The Customize form for Currency Codes looks like this: 

 

The Customize screen displays a list of the controls that can be hidden 
for the dialog box or form that you started from (for our example, the 

Field controls that 
can be hidden 
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Currency Codes dialog box). To hide some of these controls for users, 
you must either select an existing profile or create a new one. In the 
following steps, we explain how to create a new profile. 

6. Click the New button beside the Working Profile field. 

The following screen appears: 

 

7. Enter a unique ID, using up to 20 characters, in the Profile ID field (for 
example, CURRCODE), and a description in the Profile Description 
field, then click Add, then click Close to return to the Customize form.  

The Customize form will now look like this:  

 

Because we have just created the first Working Profile, it is selected in 
the Working Profile field. We must now clear the controls that we do 
not want the user to see in the Currency Codes dialog box. 
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8. Click checkmarks beside the controls for the fields to hide. The 
checkmarks disappear, as shown next: 

 

The field will be hidden when users assigned to the CURRCODE 
Working Profile open the Currency Codes dialog box. 

9. Click Save, then click OK to return to the dialog box you customized. 
(In our example, we return to Currency Codes.)  

10. Click Close in the dialog box. 

After creating a UI Profile ID, you assign users to it. You can create as 
many Profiles as you need, and assign each user to a different Profile. You 
can assign more than one user to each Profile ID. 

To assign Users to Profile IDs: 

1. Double-click the Assign UI Profiles icon in the Administrative Services 
folder.  

If you have not assigned any UI Profiles to users, the Assign UI Profiles 
form has no entries in the grid, as shown below: 

 

 

 

Field to be hidden 
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2. Click the Finder in the User ID column, highlight a User ID from the 
list, and click Select.   

 

The Assign UI Profile form reappears, with the selected User ID 
displayed in the User ID column. 

 

3. Click the Finder in the Profile ID column to choose a Profile from the 
list.  

Our sample Assign UI Profiles form now displays the following: 

 

Each time you open the Assign UI Profiles screen, the grid displays all 
User IDs and Profile IDs previously assigned. 

4. Click Close to return to the Sage 300 desktop. 

The next time the selected user opens the form that has been restricted, 
the fields hidden in the Working Profile will not appear. 
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Set Up Customization Directories 
If a user or group needs to print customized Sage 300 reports, you should 
set up customization directories to store the customized reports.  

Note that: 

• Only the ADMIN user can create customization directories. 

• SAP Crystal Reports® for Sage 300 is required to customize or create 
new reports. 

Remove Sage 300 Programs 
To remove Sage 300 programs: 

1. In Windows’ Control Panel, click Programs And Features. 

2. Open Uninstall Or Change A Program, and then: 

− To remove all Sage 300 programs, double-click your Sage 300 
version. 

− To remove individual Sage 300 programs: 

i. Click your Sage 300 version, and then click Change. (Do not 
double-click.) 

ii. Click Modify, and then use the Select Features screen to select 
the programs you want to install and clear the selections for 
programs you want to remove. 
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Requesting Activation Codes 
 You need activation codes to use Sage 300 products, including upgrades. 

However, you can run Sage 300 for up to 30 days while you await your 
activation codes.  

You can obtain activation codes from the Sage Customer or Partner Portal. 

If you are a Sage customer: 

1. Log in to your account at 
https://customers.sagenorthamerica.com/irj/portal/anonymous/login. 

If you don’t have an account, use the self-registration tool on the 
Customer Portal login page to create one. 

2. On the Support menu, click Self Service. 

3. Click the My Products tab. 

4. Follow the instructions on the My Products tab to display and print the 
Details Sheet. 

If you need assistance with the Customer Portal, e-mail 
Customer.Portal@sage.com, or call 1-877-828-6372. 

If you are a Sage partner: 

1. Log in to your account at 
https://partners.sagenorthamerica.com/irj/portal. 

If you don’t have an account, contact the portal administrator at your 
company, or contact Sage. 

2. Click Customers > Details Sheet. 

3. Click Show Advanced Search. 

4. Enter an account ID, and then click Go. 

5. On the Details Sheet, click the Products Details tab to view the 
customer’s activation codes. 

If you need assistance with the Partner Portal, e-mail 
Partner.Portal@sage.com, or call 1-877-828-6372. 

https://customers.sagenorthamerica.com/irj/portal/anonymous/login
mailto:Customer.Portal@sage.com
https://partners.sagenorthamerica.com/irj/portal
mailto:Partner.Portal@sage.com
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